
 

Cyber Liability Application 
THIS APPLICATION IS FOR CLAIMS-MADE AND REPORTED COVERAGE. CLAIMS-MADE AND REPORTED COVERAGE 
APPLIES ONLY TO CLAIMS THAT ARE FIRST MADE AND REPORTED DURING THE POLICY PERIOD OR EXTENDED 
REPORTING PERIOD, IF PURCHASED. THE LIMIT OF LIABILITY AVAILABLE TO PAY DAMAGES WILL BE REDUCED AND 
MAY BE EXHAUSTED BY CLAIMS EXPENSES. FURTHERMORE, CLAIMS EXPENSES WILL BE APPLIED AGAINST THE 
RETENTION. 

 

Company Name: 
DBA: Curves 
 

Website Address: 

Mailing Address: 

City, State Zip: 

Phone: 

Email: 

Number of Employees (circle one):     1-25     26-50     51-250     251-1000     1001+ 

Annual Revenue: $ 

Policy Start Date: 

Curves Franchisee Required Limit: $500,000 
*higher limits available 

 
Retention: $1,000 
*higher limits available 

 

 

 

 

 

 

 



 
 

Underwriting Questions: 

1. Within the last 3 years has Named Insured suffered any cyber incidents resulting in a claim in 
excess of $25,000?  No  Yes 

If yes explain: 

 

2. Is Named Insured aware of any circumstances that could give rise to a claim under this insurance 
policy?  No  Yes 

If yes explain: 

 

3. Does Named Insured enable disk encryption on laptops, desktops, and other portable media 
devices? No  Yes  Sometimes       
  

4. Does Named Insured accept credit cards or collect Personally Identifiable Information (PII) or 
Protected Health Information (PHI) from its customers?  No  Yes  

a. If yes, how many PII or PHI records does Curves have for its customers? 
Don’t know     None     <100K     100,000-500,000     500,000-1,000,000     >1M 

b. How many payment card numbers (credit cards, debit cards, etc.) does Curves store, 
process, transmit, or have access to?    
Don’t know     None     <100K     100,000-500,000     500,000-1,000,000     >1M 

 
5. Within the last 3 years has applicant been subject to any complaints concerning the content of 

its website, advertising materials, social media, or other publications? No Yes  
  

6. Does applicant have procedures to remove content (including third party content) that is 
libelous, infringing, or otherwise controversial? No Yes     
  

7. Does applicant have procedures to back up, archive, and restore sensitive data and critical 
business systems? No Yes        
  

8. Does applicant require dual control when transferring funds in excess of $25,000?  No Yes 


